LOCAL AREA NETWORK (LAN)

LAN is a number of computers connected to each other by cable in a single location, usually a single floor of a building or all the computers in a small company.

The most common cabling method in the 1980s allowed about 30 users on a maximum cable length of about 600 ft. 

WIDE AREA NETWORK (WANs)

WANs are the set of connecting links between local area networks (LAN). WANs can be created with satellite links, packet radio, or microwave transceivers. Most WANs are private & owned by the business that operates with them. Recently, however, the Internet has emerged as both the largest and the least expensive WAN is the world.

SERVER BASE NETWORK & DOMAINS

Server-Base Network are defined by the presence of servers on a network that provide security and administration of the network. Server-base network divide processing tasks between client and servers. Client request services, such as file storage & printing and servers deliver them. Server computers typically are more powerful than client computer or are optimized to function as servers.

DOMAIN

Domain is collections of networks and clients that share security trust information. Domain security & logon permission are controlled by special servers called domain controllers.

Advantage

	· Strong Central Security.

· Ability of servers to pool available hardware & software, lowering overall costs.
	· Central file storage, which allows all user to work from the same set of data & provides easy backup to critical data.


Dis-advantage

	· Expensive dedicated hardware.
	· Expensive network operating system software & client.


PEER TO PEER

Peer to Peer are defined by a lack of central control over the network. Peer to Peer are organized into workgroups. Workgroups have very little security control. Access to individual resource can be controlled if the user who shared the resource requires a password to access it. Because there is no central security trust, you will have to know the individual password for each secured shared resource you wish to access.

Advantage

Peer-to-Peer computer have many advantages, especially for small business that cannot afford to invest in expensive server hardware & software:

	· No extra investment in server hardware or software is required.

	· No network administrator required
	· Easy setup
	· Lower cost for small network

	Dis-advantage
	

	· Additional load on computer because of resource sharing.
	· Inability of peers to handle as many network connections as servers.

	Lack of central organization, which can make data had to find.


TOPOLOGIES

Physical and logical topologies can take several forms. The most common and the most important are the following:  1)
Bus topologies 
2)
Ring topologies 
3)
Star topologies

BUS TOPOLOGIES

A bus physical topology is one in which all devices connect to a common, shared cable also called the backbone. Most bus networks broadcast signals in both directions on the backbone cable, enabling all devices to directly receive the signal.

Advantage

	· The bus is simple, reliable in very small network, easy to use, and easy to understand.
	· The bus requires the least amount of cable to connect the computers together & is therefore less expensive than other cabling arrangements.

	· It is easy to extend a bus. Two cables can be joined into one longer cable with a BNC barrel connector, making a longer cable &  allowing more computers to join the network.


Dis-advantage

	· Heavy network traffic can slow a bus considerably


RING TOPOLOGIES
Ring topologies are wired in a circle. Each node is connected to its neighbors on either side, and data passes around the ring in one direction only. Each device incorporates a receiver and a transmitter and serves as a repeater that passes the signal on to the next device in the ring. Because the signal is regenerated at each device, signal degeneration is low. Ring topologies are ideally suited for token passing access methods. The token passes around the ring, and only the node that holds the token can transmit data.

Advantage

	· Because every computer is given equal access to the token, no one compute can monopolize the network.
	· The fair sharing of the network allows the network to degrade gracefully as more user are added.


Dis-advantage

	· Failure of one computer on the ring can affect the whole network.
	· It is difficult to troubleshoot a ring network.

· Adding or removing computer disrupts the network


STAR TOPOLOGIES

Star topologies require that all devices connect to a central hub. The hub receives signals from other network devices and routes the signals to the proper destinations. Star hubs can be interconnected to form tree or hierarchical network topologies. A star physical topology means that the nodes are all connected to a central hub. 

The path the data takes among the nodes and through that hub depends on the design of the hub, the design of the cabling, and the hardware and software configuration of the nodes. Networks with star wiring topologies can be significantly easier to troubleshoot and repair than bus-wired networks. With a star network, a problem node can be isolated from the rest of the network by disconnecting the cable and directly connecting it to the cable hub. If the hub is considered intelligent, management software developed for that hub type, as well as the hub itself, can disconnect the suspect port.

Advantage

· It is easy to modify & add new computers to a star network.

· The center of a star network is a good place to diagnose network faults.

Dis-advantage

	· If the central hub fails, the whole network fails to operate
	· Many star networks require device at he central point to rebroadcast or switch network traffic.
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TWISTED-PAIR CABLE

Twisted-pair cable has become the dominant cable type for all new network designs that employ copper cable. Among the several reasons for the popularity of twisted-pair cable, the most significant is its low cost. Twisted-pair cable is inexpensive to install and offers the lowest cost per foot of any cable type. A basic twisted-pair cable consists of two strands of copper wire twisted together.
Twisted pair cable two types of twisted-pair cable are used in LANs. It can be: 

1)
Shielded Twisted-Pair (STP) Cable
2)
Unshielded Twisted-Pair (UTP) Cable
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CONNECTORS 

Connectors are the devices used to connect cables together.
Connectors for UTP
The most common connector used with UTP cables is the RJ-45 connector.

An Rj-45 Connector

An RJ-45 connector has eight pins and looks like a common RJ-11 telephone jack. They are slightly different sizes and won’t fit together: an RJ-11 has only four pins.

NETWORK ADAPTER CARDS

A network adapter card is a hardware device that installs in a PC and provides an interface from a PC to the transmission medium. Most PC networks, including Ethernet and Token Ring networks, use network adapter cards. The network adapter card is thus an essential part of networking. 

A network adapter card links a PC with the network cabling system. The network adapter card fits into one of the PC’s expansion slots. The card has one or more user-accessible ports to which the network cabling medium is connected.

HUBS
Hubs, also called wiring concentrators, provide a central attachment point for network cabling.
Hubs come in three types: 
1) Passive Hubs
2) Active Hubs
3) Intelligent Hubs
OSI MODEL

1978
ISO (The International Standard Organization)

1984
ISO released another version called OSI (Open System Interconnection)

The OSI model is an architecture that divides network communication into seven layers. Each layers different network activities, equipment or protocol.

	Application

Presentation

Session 

Transport

Network

Data Link

Physical
	
	All people seem to need data processing


APPLICATION LAYERS

The application layer is the topmost layer of the OSI model.

	1. As a windows
	2. Error Control

	3. Provide services that directly support user application, like email, file, transfer or database access.

	4. Data flow control
	5. Which data is to be transmitted


PRESENTATION LAYERS

The presentation layer translates data between the formats the network requires & the formats the computer expects.

	1. Translate Layer
	2. Protocol Conversion

	3. Encryption
	4. Changing or Converting Character set i.e. EBCDIC to ASCii

	5. Data Compression 
	


SESSION LAYERS

Session layer allows applications on separate computer to share a connection called a session. 

	1. Allows to application to establish, sued and end the connection.
	2. Apply rules for dialogue 

	3. Security
	4. Synchronization

	5. Add identifier & length indicator to identify whether it is a data  control information
	6. 


TRANSPORT LAYERS

The transport layer ensures that packets are delivered error free, in sequence & with no losses or duplications. 

	1. Divide long messages into smaller packets.

	2. Use TSAP to uniquely identify session entities error control with help of checksum calculation


NETWORK LAYERS

The network layer makes routing decision & forwards packets for devices that are farther away than single link. 

	1. Routing Layer
	2. Translate logical address into physical address

	3. Decide the route for the packets
	4. Divide the packets smaller chunks

	5. Address Messages
	


DATA LINKER

	* Logical Link Control (LLC): 


Provide error free frame transmission through physical layers

	* Media Access Layers (MAC):


Decide Access Control, CSMA/CA , CSMA/CD, Token Ring , Demand Priority 

	* Waits for Acknowledgement


ACCESS METHOD

	CSMA/CA 

(Carrier Sense Multiple Access with Collision Avoidance)

CSMA/CD 

(Carrier Sense Multiple Access with Collision Detection)

Token Passing 
(Use in Star Topology)

Demand Priority 
(Repeater & Hub uses)

Round Robin 
(First come first out)

	Protocols: 

Rules, regulation & procedure for communication group of protocol.


