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Unit 1: Milestone #3 Part 1- Reading Notes 


How does the Internet Work? Infrastructure of Internet

In today's business world, reliable and efficient access to information has become an important asset in the quest to achieve a competitive advantage. File cabinets and mountains of papers have given way to computers that store and manage information electronically. Coworkers thousands of miles apart can share information instantaneously, just as hundreds of workers in a single location can simultaneously review research data maintained online. 

Computer networking technologies are the glue that binds these elements together. The public Internet allows businesses around the world to share information with each other and their customers. The global computer network known as the World Wide Web provides services that let consumers buy books, clothes, and even cars online, or auction those same items off when no longer wanted. 

In this article, we will take a very close look at networking in general , and Internet networking in particular, so you can understand the actual mechanics of how all of these computers connect to one another. 

Understanding of Basic Networking 

1. Networking allows one computer to send information to and receive information from another.
 Certainly the Internet is the most conspicuous example of computer networking, linking millions of computers around the world, but smaller networks play a role in information access on a daily basis. 
Many public libraries have replaced their card catalogs with computer terminals that allow patrons to search for books far more quickly and easily.
 Airports have numerous screens displaying information regarding arriving and departing flights. 
Many retail stores feature specialized computers that handle point-of-sale transactions.
 In each of these cases, networking allows many different devices in multiple locations to access a shared repository of data. 

2. The difference between a Local Area (LAN) vs. Wide Area (WAN)
We can classify network technologies as belonging to one of two basic groups. 
Local area network (LAN) technologies connect many devices that are relatively close to each other, usually in the same building. The library terminals that display book information would connect over a local area network. 
Wide area network (WAN) technologies connect a smaller number of devices that can be many miles apart. For example, if two libraries at the opposite ends of a city wanted to share their book catalog information, they would most likely make use of a wide area network technology, which could be a dedicated line leased from the local telephone company, intended solely to carry their data. 

Best network: LANs are faster and more reliable, but improvements in technology continue to blur the line of demarcation. Fiber optic cables have allowed LAN technologies to connect devices tens of kilometers apart, while at the same time greatly improving the speed and reliability of WANs. 
3. Connecting Computers to Networks/ Cabling

Two Types

a. Physical cabling- wired a computer network where nodes are connected by private or public physical lines

b. Wireless a computer network where the connected computers are not physically connected, bur rely on infrared, radio or satellite transmission

Physical Network Cabling includes: 
1. Twisted- pair (category 1)

Two or more insulated copper wires that are twisted around each other and enclosed in another layer of plastic insulation.


Disadvantages:


Advantages:

2. Coaxial Cable (Used for cable TV)
Insulated copper wire that is encased in a metal shield that is enclosed with plastic insulation


Disadvantages


Advantages

3. Fiber-Optic Cable

Disadvantages


Advantages
Wireless Network Cabling includes:
1. Microwave transmission

2. Satellite
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he use of telephone wires, microwave transmission, and a communications satellite allows a
ersonal computer to communicate with a large host computer.



Example of Internet Communications

4. Basic cabling for all networks: Ethernet

In 1973, Bob Metcalfe designed and tested the first Ethernet network. Metcalfe developed the physical method of cabling that connected devices on the Ethernet as well as the standards that governed communication on the cable.
 Ethernet has since become the most popular and most widely deployed network technology in the world. The Ethernet standard has grown to encompass new technologies as computer networking has matured, but the mechanics of operation for every Ethernet network today stem from Metcalfe’s original design. 
4a.Ethernet Basics

Ethernet is a local area(LAN) technology, with networks traditionally operating within a single building, connecting devices in close proximity. At most, Ethernet devices could have only a few hundred feet of cable between them, making it impractical to connect geographically dispersed locations. Modern advancements have increased these distances considerably, allowing Ethernet networks to span tens of hundreds of feet. 

4b. Ethernet Medium

Since a signal on the Ethernet medium reaches every attached node, the destination address is critical to identify the intended recipient of the frame. 
	


For example, in the figure above, when computer B transmits to printer C, computers A and D will still receive and examine the frame. However, when a station first receives a frame, it checks the destination address to see if the frame is intended for itself. If it is not, the station discards the frame without even examining its contents. 

4c.Limitations of Ethernet

A single shared cable can serve as the basis for a complete Ethernet network, which is what we discussed above. 
1. There are practical limits to the size of our Ethernet network in this case. A primary concern is the length of the shared cable. 

2. Electrical signals propagate along a cable very quickly, but they weaken as they travel, and electrical interference from neighboring devices (fluorescent lights, for example) can scramble the signal. 
Engineers have developed a number of network devices that alleviate these difficulties. Many of these devices are not specific to Ethernet, but play roles in other network technologies as well. 

Understanding Internet Networking
To make the Internet work, basic networking most be used to connect computers to one another. All machines on the Internet are either servers or clients.

1. Clients and Servers
Clients: A computer that is connected to another, usually more powerful, computer called a server.

Server: General term for any computer that accepts requests from other computers, called clients, that are connected to it and shares some or all of its resources. Internet servers make the Internet possible. 
The machines that provide services to other machines are servers. And the machines that are used to connect to those services are clients. 

There are Web servers, e-mail servers, FTP servers and so on serving the needs of Internet users all over the world. 

Example:

When you connect to www.lincolncollege.edu to read a page, you are a user sitting at a client's machine. 

You are accessing the Lincoln College Web server. The server machine finds the page you requested and sends it to you. 

2. Connecting to the Internet
Every computer that is connected to the Internet is part of a network, even the one in your home. 

For example, you may use a modem and dial a local number to connect to an Internet Service Provider (ISP). 

At work, you may be part of a local area network (LAN), but you most likely still connect to the Internet using an ISP that your company has contracted with. 

When you connect to your ISP, you become part of their network. The ISP may then connect to a larger network and become part of their network. 

The Internet is simply a network of networks.

Reminder: Protocols
In networking, the term protocol refers to a set of rules that govern communications. Protocols are to computers what language is to humans. Since this article is in English, to understand it you must be able to read English. Similarly, for two devices on a network to successfully communicate, they must both understand the same protocols. 

3. Internet Protocol: IP Addresses- Created by Vincent Cerf 
Every machine on the Internet also has a unique identifying number, called an IP Address. 

The IP stands for Internet Protocol, which is the language that computers use to communicate over the Internet. A protocol is the pre-defined way that someone who wants to use a service talks with that service. The "someone" could be a person, but more often it is a computer program like a Web browser. 

A typical IP address looks like this: 

216.27.61.137
To make it easier for us humans to remember, IP addresses are normally expressed in decimal format as a dotted decimal number like the one above. But computers communicate in binary form. Look at the same IP address in binary: 

11011000.00011011.00111101.10001001
A server has a static IP address that does not change very often. 

A home machine that is dialing up through a modem, on the other hand, typically has an IP address assigned by the ISP every time you dial in. That IP address is unique for your session -- it may be different the next time you dial in. This way, an ISP only needs one IP address for each modem it supports, rather than one for each customer. 







