	Excerpts from MIL-HDBK-61 Concerning CM/DM Benefits/Risks

	Benefits

	· The appropriate level of resources and the right information to efficiently and effectively conduct CM 

· Efficient management of information

· Access to correct, current data for all with a need to know

· Effective information-sharing and coordination among various IPTs and between Government and Contractor

· Assure that all functional groups or integrated product teams are working to an always current common reference from a single information source

· Items are identified and marked appropriately

· Known structure (hierarchy) of system/CI to which configuration documentation and other information is related

· Performance, interface and other attributes are clearly documented

· Identification of product and documentation are modified as significant changes are incorporate

· Release of configuration documents is controlled and reliable and dependable configuration baselines are established and maintained 

· Current baselines enable supportability

· Consistency between product & documentation 

· Configuration documentation, user, and maintenance information correlate to product versions. Users and maintenance personnel can locate correct information 

· Efficient change processing & orderly communication of change information

· Common basis for change decisions 

· Change decisions based on knowledge of change impact

· Changes limited to those necessary or beneficial

· Evaluation of cost, savings and tradeoffs facilitated

· Configuration control preserved at system interfaces

· Deviations are documented and limited. 

· Correct, timely information for decision-making on changes, deployment of assets, applicable replacements, performing updates/upgrades

· Verified configuration and documentation consistent with operational and support requirements

· Re-identification occurs as significant changes are incorporated



	Risks, if not done

	· Inadequate or excessive resources; inadequate resources to accomplish essential tasks late in program

· Incompatible Government and Contractor CM Systems

· Lack of an audit trail of decisions

· Incorrect revisions used

· IPTs not working to a common reference

· Inability to perform effectively for lack of timely information

· Inconsistent, unreliable, analyses, reports, conclusions 

· Redundant document storage and retrieval

· Decisions based on obsolete data

· Loss of configuration control

· Poor supportability

· Excessive configuration documentation ordered that is not necessary for program management or sustainment

· Poor correlation between requirements documents and test results

· Inaccurate, incomplete interface data

· Inability to assess requirements iterations on interfaces
· Incomplete documentation

· Inconsistency between product and documentation

· Inability to validate performance and interface attributes

· Inadequate basis for defining changes and corrective actions

· Configuration control authorities not established or defined inappropriately 
· Uncertain configuration control decisions
· Inability to provide efficient product support after production and deployment

· Changes approved without knowledge of significant impacts

· Lack of confidence in cost, schedule estimates
· No assurance of product to document consistency
· Uncertainty at system interfaces

· Inconsistent basis for supportability

· No control of deviations

· Ineffective program management

· Lack of confidence in both Government and contractor process

· Essentially, technical anarchy 

· Costly searches for information and status

· Improper decisions made based on obsolete data 

· Inadequate status accounting resulting in improper decisions about change effectivity, retrofit requirements, deployment of items requiring support assets that are not in place; all of which contribute to avoidable cost.

· Unnecessary and avoidable support costs

· Inaccurate technical manuals

· Replacement parts that do not fit

· Loss of confidence in supplier   

· Poor supportability at a time of aging assets

· Inadequate or incorrect product identification and marking resulting in incorrect replacement parts

· Inability to distinguish between product versions resulting in deployment of assets requiring excessive support capability and assets without the functional capability needed for assigned missions

· Inadequate basis for defining changes and corrective actions
· Uncertain, wasteful and costly configuration control decisions resulting in changes that are not necessary or offer no benefit

· Chaotic, ad-hoc change management

· Inaccurate technical manuals



